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Examples of Internal Control Activities include:

· Top level reviews of actual performance - Management should track major agency achievements and compare these to the plans, goals, and established objectives.
· Controls over information processing - A variety of control activities are used in information processing. Examples include edit checks of data entered, accounting for transactions in numerical sequences, comparing file totals with control accounts, and controlling access to data, files and programs.
· Physical control over vulnerable assets - An agency must establish physical control to secure and safeguard vulnerable assets. Examples include security for and limited access to assets such as cash, securities, inventories, and equipment that might be vulnerable to risk of loss or unauthorized use. Such assets should be periodically counted and compared to control records.
· Segregation of duties - Key duties and responsibilities need to be divided or segregated among different people to reduce the risk of error or fraud. This should include separating the responsibilities for authorizing transactions, processing and recording them, reviewing and approving the transaction, and handling any related assets. No one individual should control all key aspects of a transaction or event.
· Proper execution of transactions - Transactions and other significant events should be authorized and executed only by persons acting within the scope of their authority. This is the principal means of assuring that only valid transactions to exchange, transfer, use, or commit resources and other events are initiated or entered into. Authorizations should be clearly communicated to managers and employees.
· Appropriate documentation of transactions - All transactions and other significant events need to be clearly documented, and the documentation should be readily available for examination. Also, documentation of internal controls should appear in management directives, administrative policies, and operating manuals and may be in paper or electronic form. All documentation should be properly managed and maintained.

